1、下载检查证书的任务脚本，输入域账号授权验证，https://cnis.tsd.pku-hit.com/%E6%99%BA%E6%85%A7%E6%8A%A4%E7%90%86/cron-checkcert.tar

2、上传文件到负载服务器的/opt目录，然后解压文件

 cd /opt

 tar -xvf cron-checkcert.tar

3、检查config文件的证书和密钥路径是否正确，不正确请先修改

4、安装定时任务，定时任务将在每天晚上坚持证书有效期，并在过期前30天生成新的证书并应用

 cd cron-checkcert

 chmod +x install.sh

 ./install.sh

5、如需临时生成证书，请执行

 cd cron-checkcert

 chmod +x check\_cert.sh

 ./check\_cert.sh